
 

CERTIFIED INFORMATION SYSTEMS SECURITY PROFEESSIONAL (CISSP) 

CONTINUING PROFESSIONAL EDUCATION CREDITS REQUIRMENTS 

 

Continuing Professional Education (CPE) Credits  
In addition to paying an annual maintenance fee and subscribing to the (ISC)² Code of Ethics, an (ISC)² 
credential holder must earn CPE credits over a three year period - or retake their certification 
examinations. CPE credits are earned through activities related to the information security profession 
including, but not limited to, the following:  

 Attending educational courses or seminars  
 Attending security conferences  
 Being a member of an association chapter and attending meetings  
 Listening to vendor presentations  
 Completing university/college courses  
 Providing security training  
 Publishing security articles or books  
 Serving on industry boards  
 Self-study  
 Completing volunteer work, including serving on (ISC)² volunteer committees  

A (ISC)² CISSP Who Attends The TopSecretProtection.Com Information Systems Security Program 
Management Training Course, Will Earn Continuing Professional Education (CPE) Credits. 1 Hour Is 
Earned For Each Hour Of Training. 40 Hours Of Training = 40 Credits. 120 Credits Are Required Over A 
Three Year Period To Maintain Your CISSP Certification Status. Our ISSPM Training Course Will Earn 
You 40+ Credits. 

 


